1. **executive information system (EIS) *35***
2. **query *63***
3. **3G *91***
4. **4G *91***
5. **acceptable use policy (AUP)**
6. **active data warehouse *69***
7. **ad hoc report *42***
8. **administrative controls**
9. **advanced persistent**
10. **adware *129***
11. **agile enterprise agility**
12. **Anonymous *118***
13. **application controls**
14. **AT&T Toggle**
15. **audit *139***
16. **authentication authorization**
17. **availability**
18. **baiting *116***
19. **bandwidth**
20. **barriers to entry**
21. **batch processing *41***
22. **big data**
23. **biometrics**
24. **botnet *129***
25. **bring your own device (BYOD)**
26. **to work *133***
27. **broadband**
28. **business analytics *76***
29. **business continuity plan**
30. **business impact analysis (BIA)**
31. **COBIT (Control Objectives for**
32. **business intelligence (BI)**
33. **business model**
34. **business process**
35. **business process reengineering (BPR)**
36. **business record *79***
37. **carbon footprint**
38. **circuit switching**
39. **cloud computing**
40. **cloud computing *46***
41. **commodity**
42. **competitive advantage**
43. **competitive forces model critical success factor (CSF)**
44. **confidentiality *123***
45. **consumer mashups *32***
46. **consumerization of information**
47. **content indexing**
48. **corporate governance**
49. **credentials *117***
50. **critical infrastructure**
51. **cybersecurity controls**
52. **cycle time**
53. **data *38*database *38***
54. **data analytics**
55. **data discovery *72***
56. **data entity *67***
57. **data mart *60, 71***
58. **data mining *72***
59. **data ownership *65***
60. **data warehouse *60***
61. **database *60***
62. **database management**
63. **decision support system (DSS) *43***
64. **denial of service (DoS)**
65. **attack do-not-carry rules *120***
66. **digital care management solution *94***
67. **dirty data *64***
68. **distributed database system**
69. **document management systems (DMS) *79***
70. **enterprise architectures *29***
71. **enterprise mashups *32***
72. **enterprise resource planning**
73. **enterprise risk**
74. **enterprise search extranet *100***
75. **exception report *42***
76. **extract, transformation, load**
77. **fault tolerant *57***
78. **fault-tolerant system**
79. **fault-tolerant system firewall**
80. **fixed-line broadband group dynamics *103***
81. **general controls**
82. **hacktivist *117***
83. **human information *29***
84. **inbound logistics Internet of Things**
85. **information *38***
86. **Information and Related Technology) *126***
87. **information management *29***
88. **information technology (IT) *39***
89. **insider fraud *130***
90. **integrity *123***
91. **internal control**
92. **internal control environment**
93. **internal fraud *130***
94. **internal threats *124***
95. **Internet Protocol (IP)**
96. **interoperability intranet *99***
97. **intrusion detection system (IDS) *124***
98. **IP address *89***
99. **IT architecture *29***
100. **IT consumerization**
101. **IT function *46***
102. **IT governance *126***
103. **IT infrastructure *46***
104. **knowledge *38***
105. **latency-sensitive apps (NFC) *92***
106. **LulzSec *118***
107. **machine-to-machine (M2M)**
108. **malware *122***
109. **management (ERM)**
110. **management information system (MIS) *41***
111. **mashups *32***
112. **master data entity**
113. **master data management (MDM) *67***
114. **master reference file *67***
115. **msnNow *74***
116. **messy data**
117. **model *40***
118. **money laundering *125***
119. **near-field communication**
120. **net neutrality *91***
121. **net semi-neutrality packet *89***
122. **online analytical processing (OLAP) systems *69***
123. **online transaction processing (OLTP) *41***
124. **online transaction processing (OLTP) systems *60***
125. **operational data store *72***
126. **outbound logistics**
127. **packet switching protocol *90***
128. **patches *125***
129. **Payment Card Industry Data Security Standard (PCI DSS) *126***
130. **perimeter security *134***
131. **persistent threats *116***
132. **phishing *125***
133. **Planners Lab *44***
134. **pretexting *116***
135. **primary activities**
136. **private cloud *48***
137. **productivity**
138. **profit margin**
139. **radio-frequency identification**
140. **real-time processing *41***
141. **real-time system**
142. **router *89***
143. **SAR (specific absorption rate)**
144. **service pack *125***
145. **service-level agreements (SLAs) *49***
146. **SharePoint *99***
147. **smart dust *88***
148. **smart electric grid**
149. **smart grid *88***
150. **smart traffic management *88***
151. **switch *89***
152. **social engineering**
153. **software-as-a service (SaaS) *47***
154. **Software-as-a-service (SaaS)**
155. **spam *129***
156. **spyware *129***
157. **structured decisions *43***
158. **structured query language (SQL) *58***
159. **support activities**
160. **switching *89***
161. **SWOT analysis**
162. **system (DBMS) *60***
163. **target architecture *37***
164. **TCP/IP *91***
165. **technology (COIT)**
166. **text mining *72***
167. **threat (APT) attack**
168. **time-to-exploitation *124***
169. **traffic shaping *91***
170. **transaction processing system (TPS) *40***
171. **two-factor authentication *136***
172. **unstructured decisions *43***
173. **virtual care solution *94***
174. **virtual machine *50***
175. **virtual private network (VPN) *100***
176. **virtualization *50***
177. **voice over IP (VoIP) *88***
178. **volatility *44***
179. **WAN (wide area network) *94***
180. **what-if analysis *4***
181. **WiMAX *92***
182. **wireless access point *89***
183. **Wi-Fi *94***
184. **WiMAX *92***
185. **Wireless WAN *95***
186. **Wireless LAN *95***
187. **work container *115***
188. **WWANs (wireless wide area networks) *94***
189. **zombies *129***